Total Pages : 05 Roll No.:.............

CYL-101

Fundamental of Cyber Law and Emerging Jurisprudence
(#Hifers argeR fafd da Aeeax Ay =)
P.G.Diploma in Cyber Law (PGDCL-12/16/17/20)

1% Semester/First year Examination June 2022

Time : 2 Hours Max. Marks : 80

Note : This Paper is of Eighty(80) marks divided into two (02)
Section A and B. Attempt the questions contained in
these sections according to the detailed instructions

given there in.
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Section-A/gTs—D

(Long Answer-type questions) / (€78 SwRi dTel U3H)

Note: Section ‘A’ contains Five (05) Long-answer type
questions of twenty (20) marks each. Learners are
required to answer any two (02) questions only.

(2x20=40)
P.T.O.
C-755 1



Are:

Q.1.

Q.2

C-755

Qgug ‘% H ufg (05) Y IRl arel U I
g Ud® wed @ fod d9 (20) @i fiRa g
frenfeial &1 g9 9 ®aa T (02) Tl B IR
OB

"Sending offensive message through communication

service is an offence under IT Act 2000 in India"- Explain
the statement and check the constitutionality of the

provision.
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3N YTGLE &I G hdT bl Sird & |

Discuss the role of law in cyber world and discuss how
the issues relating to jurisdiction and enforcement issues
are decided in private international law with the help of

appropriate case laws.
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Q.3

Q.4

Q.5

What is Internet protocol services? Explain its
effectiveness and utilization in the cyber crime

investigation.

go¥c UIeIdbidl |ald w7 8° AISeR JTURIY g H

D! FTaRiierdr 3R STIRT & 9R § TV |

What is the public key functioning? Discuss the protection
provided by it under the electronic signature.

ATASTd Bl BB R 8?7 Soldeiidh ek & ded ga9d
ERT UG &I T8 &l R Faf & |

Explain the urgent necessity of consumer protection in
cyber world and likehood of consumer confusion and give

your suggestions to prevent cyber squatting.
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Section-B/vs—¥

(Short Answer-type questions) / (?fl‘g SRl dTel gee)

Note: Section ‘B’ contains Eight (08) Short-answer type

C-755

questions of ten (10) marks each. Learners are
required to answer any four (04) questions.
(4 x 10 =40)

P.T.O.



Are:

Q.1

Q.2

Q.3

Q.4

Q.5

C-755
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Define cyber law and cyber space.

ATSaR B 3R AR WH BT R I |

What is Remote Login procedure?

Rere S ufshar @r 87

What are the Encryption Techniques and types of
Encryption?
TP ddbld 3R TRPRM & UhR &1 57

Explain about jurisdiction in cyber space.

AR W H SAUaR & fawy #§ 9am |

What does 'Salami Attack' means?

AT 3CPH’ BT T Tl 27
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Q.6

Q.7

Q.8

C-755

Explain the objectives of cyber forensic.
AR BRETS & IqQeAl DI ARAT B |

What is Trans-national data flow?

TRI—9d ST ¥l T 87

What are the major security challenges in Cyber Space?

AIgaR W H TR GReT A b aR H ke |



